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Abstract

With the exceptional advances in wearable devices’ capabilities to monitor users’ daily activities, privacy concerns increase for the smartwatch users who must disclose their sensitive personal information to have access to application services. Studies state that collected information, even in their aggregated form, is sufficient to infer users’ behavior and sharing such information may lead to privacy leakage not expected by the users. This research proposes a privacy-aware wearable framework to protect smartwatch users’ sensitive information. The proposed framework consists of a friendly user-interface and an access control model. The user-interface is designed to allow smartwatch users to express their privacy preferences for each application and the access control model is developed to enforce privacy policies as defined by the data collector and smartwatch users. We have performed use case studies to show the usability and effectiveness of our framework.
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